Managing Fraud Risks Without Good Guidance

By Melissa Klein Aguilar

While the ‘F’ word has always been an ever-present threat in Corporate America, one particular type of fraud—financial-statement fraud—has taken center stage since the corporate scandals of the first half of the 21st century put Sarbanes-Oxley into motion.

Since the Securities and Exchange Commission’s rules for implementing Section 404 of SOX took effect, companies have had to assess the risk of fraud in their financial statements to meet their internal controls reporting requirements. Trouble is, no comprehensive guidance on how to conduct a fraud risk assessment is readily available in one place.

“The challenge is that in the U.S. there’s no single fraud risk standard to measure against,” says Pam Verick Stone, a director at risk management consulting firm Protiviti.

Toby Bishop, a partner at Deloitte Financial Advisory Services, agrees that “a lack of extensive or authoritative guidance” on the subject has left auditors and financial reporting executives vexed. Most of the methodology developed over the last few years, he says, arose “through practical experience.”

That has frustrated some internal auditors, such as Bill Stepaniuk, director of internal audit for the Public Company Accounting Oversight Board to revamp the rules that apply to auditors. The public comment period on both proposals ended in late February.

The SEC’s plan aims to fill a void of guidance for management; even though the Commission has published guidance on the topic, large companies that have complied with Section 404 since 2004 have long complained that they have no choice but to rely on the far more exacting Auditing Standard No. 2 that the PCAOB expects external auditors to follow. The new guidance is also intended to allay fears of smaller companies not yet
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Risk Assessment & Data Analytics
Building the Foundation for FCPA Compliance Programs

By Nina Gross and Dan Krittman
With contribution from Michele Cross and Samir Hans

As if growing customer demands for innovation, strained resources, globalization and regulatory requirements aren’t enough, companies now face increased government enforcement of the U.S. Foreign Corrupt Practices Act (FCPA). As a result, and in the wake of recent high-profile corporate corruption scandals, many multinational companies are reassessing their framework for evaluating FCPA risk.

 Newly developed FCPA risk assessments include a focus on exposure from overseas operations, joint ventures and acquisitions in countries considered high risk for potential corruption, and business partners, including consultants, agents, and distributors. Such tailored assessments have revealed vulnerabilities involving interactions with foreign governmental entities and employees. Increasingly, technology and the use of data analytics are part of these assessments, assisting companies with their evaluation and monitoring of FCPA risk—a growing challenge given the complexity of decentralized corporate structures and the pace of global mergers and acquisitions.

Implementing a formal FCPA risk assessment process that integrates technology and data analytics can aid legal counsel, compliance officers, internal audit, executive management, and, ultimately, board and audit committee leaders in the early detection of FCPA red flags. It can also support the fine-tuning of their FCPA compliance programs and the prioritizing of their FCPA compliance monitoring efforts.

FCPA Risk Factors and Considerations

A robust FCPA risk assessment process can lay the foundation for an overall FCPA compliance program. In designing and implementing an FCPA risk assessment process, management should seek to develop a framework that is flexible, adaptable and gives consideration to a variety of complex risk factors, including:


» International sales. Management should track the level of international sales to government entities, including to state-owned enterprises and through joint ventures, and consider future government sales resulting from acquisitions.

» International sales channels and channel partners. Channel partners, consultants, agents, distributors, joint venture partners and other third parties may be critical to a company’s market penetration and distribution strategies. But they can also expose the company to additional FCPA risks, particularly given the lack of transparency into third-party business activities. In refining their FCPA risk framework, companies should move aggressively to identify and document the wide range of third parties and channel partners that liaise with foreign government officials (e.g. customers, regulatory entities, and tax and customs authorities) and the portion of sales or other business activities that are handled by those third parties and channel partners.

» Industry-specific considerations. Companies should assess potential FCPA risks with respect to industry-specific processes, such as government procurement, product regulatory approval and licensing processes (e.g. pharmaceuticals, medical device manufacturing, technology and telecommunications), and practices such as the provision of “trial equipment” (e.g. technology and telecommunications). In assessing risk, management should seek to understand the various parties involved with securing foreign government business and approvals.

Companies should consider beginning the assessment process by carefully evaluating their exposure from operations in countries perceived as having significant levels of potential corruption. Information garnered through internal audit activities, employee feedback (informal or through whistleblower hotlines), competitors’ disclosures, and reported government investigations into corruption activities can aid in assessing the overall business climate within the countries of operation, as well as FCPA risk exposure.

The ability to proactively identify and respond to FCPA exposure rests largely on a robust risk assessment, enabled by data analytics and sustained through focused monitoring.

Deloitte.
Implementing a Formal FCPA Risk Assessment Process

When implementing a formal risk assessment process, management should consider several critical success factors, including:

» Who will perform the assessment? Designating specific owners of the risk assessment can help promote consistent performance of the assessment on a regular basis. Such owners should have experience in assessing FCPA risks and a strong understanding of the FCPA’s requirements. This approach may warrant a cross-functional and global team comprising members from internal audit, sales, accounting, compliance, and legal.

» To whom will the assessment be reported and how?

» How can technology and data analytics be used in support of the risk assessment process and ongoing monitoring, investigation, and due diligence efforts?

» How will assessment results be integrated into the company’s overall ongoing compliance-monitoring efforts?

» How will the assessment results be used to fine-tune FCPA compliance programs, including potentially identifying the need for additional training and monitoring?

Performing a broad FCPA risk assessment and leveraging technology and data analytics can help build a foundation for an effective FCPA compliance program and aid management in their efforts to identify and respond proactively to FCPA exposure.

Leveraging Technology and Data Analytics

Relatively recent technological advances have resulted in companies increasingly migrating more of their detailed transactional data to electronic systems. One of the results of this migration has been a fundamental shift in the approach to FCPA investigations and associated data analytics. Companies and their legal counsel not only need to consider implementing legal, compliance and investigative strategies now, but they also should consider creating a plan to deal with massive amounts of related electronic transactional data.

For example, identifying potential FCPA violations or red flags can be complicated, time-consuming and expensive. Typical technology challenges include differences in accounting systems; differences in foreign languages; the sheer volume of data involved; coordinating multiple globally based teams of employees, lawyers and consultants; issues related to security, confidentiality and privacy; and shortages of essential technical resources in key locations.

Technological innovation is playing a key role in overcoming these challenges. With the standardization of accounting systems, forensic accountants and technology professionals are building tools designed to facilitate necessary data extraction and the analysis of large amounts of data. Tools with multilingual search engines and advanced linguistic features can enable forensic accountants to work with systems in different languages without losing functionality. Technology also now permits forensic accountants to analyze entire accounting tables, reducing or in some cases eliminating the need for sampling exercises that might result in missed anomalies. And location-neutral utilities, accessed via secure Internet sites, can provide quick, reliable access and functionality to globally dispersed teams responding to alleged FCPA red flags or violations.

Technology is no longer a tool used solely to track leads on a reactive basis. Rather, it is now implemented to identify anomalies proactively. Using these tools, companies in many industries can easily and inexpensively extract data from accounting systems on a regular schedule, such as at the end of a fiscal quarter, and run it through various anomaly tests with adjustable thresholds to flag potential FCPA problems.

Tools incorporating the aforementioned technological innovations—FCPA Analytics from Deloitte Financial Advisory Services LLP is one example—can help simplify the identification of suspicious accounting transactions. In addition, these tools can help users assess whether a company’s clients, vendors, agents, employees, and other associates are on a list of Politically Exposed Persons (PEPs). Transactions with PEPs may warrant further analysis. Such analytical tools point the way to a future where technology will likely be central to almost all FCPA compliance programs.

Nina Gross and Dan Krittman are directors, Samir Hans is a senior manager and Michele Cross is a manager in the Forensic & Dispute Services practice of Deloitte Financial Advisory Services LLP.
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